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We are committed to protecting the confidentiality
of your health information, and are required by law
to do so. This notice describes how we may use
your health information within PDA and how we may
disclose it to others outside PDA. This notice also
describes the rights you have concerning your own
health information. We must follow the obligations
described in this notice and give you a copy of it.
Please review this notice carefully and let us know
if you have questions.

HOW WE USE AND DISCLOSE

YOUR HEALTH INFORMATION

We are allowed or required to use or disclose health
information about you for certain purposes without your
authorization. Certain uses and disclosures of your
health information, however, require your authorization.
The following are ways in which we may use or share
your health information:

TREATMENT:

We may use your health information to provide you with
dental treatment or services, such as cleaning or examin-
ing your teeth or performing dental procedures. We may
also disclose your health information to others who need
that information to treat you, such as dental specialists,
physicians, nurses, technicians, and other health care
professionals involved in your care.

We also may use and disclose your health information
to contact you to inform you about possible treatment
options or alternatives, or to tell you about health-related
services available to you.

PAYMENT:

We may use and disclose your health information to
insurers and health plans to get paid for the services or
supplies we provide to you. For example, your health
plan or health insurance company may ask to see parts
of your health information before they will pay us for your
treatment.

HEALTH CARE OPERATIONS:

We may use and share your health information to run
our organization, improve your care, and contact you
when necessary. For example, we use health information
about you to manage your treatment and services.

APPOINTMENT REMINDERS:

We may use or disclose your health information to pro-
vide you with appointment reminders (such as voicemail
messages, postcards, or letters).

FAMILY MEMBERS AND OTHERS
INVOLVED IN YOUR CARE:

Unless you object, we may disclose your health infor-
mation to a family member or close friend who is involved
in your healthcare, or to someone who helps to pay for
your care. We also may disclose your health information
to disaster relief organizations to help locate a family
member or friend in a disaster.

BUSINESS ASSOCIATES:

We may disclose your health information to our
third-party service providers (‘Business Associates’) that
perform functions on our behalf or provide us with ser-
vices if the information is necessary for such functions or
services. For example, we may use a Business Associate
to assist us in maintaining our practice management soft-
ware. All of our Business Associate are obligated, under
contract with us, to protect the privacy of your information
and are not allowed to use or disclose any information
other than as specified in our contract.

HIPA

OTHER USES AND DISCLOSURES
REQUIRED BY LAW:

Federal, state, or local laws sometimes require us to
disclose patients' health information. For instance, we are
required to disclose patient health information to the U.S.
Department of Health and Human Services so that it can
investigate complaints or determine our compliance with
HIPAA. We also are required to give information to Work-
ers' Compensation Programs for work-related injuries.

PUBLIC HEALTH ACTIVITIES:

We may report certain health information for public
health purposes. For instance, we are required to report
births, deaths, and communicable diseases to the state
government. We also may need to report adverse reac-
tions to medications or foods, or may notify patients of
recalls of medications or products they are using.

PUBLIC SAFETY:

We may disclose health information for public safety
purposes in limited circumstances. We may disclose
health information to law enforcement officials in re-
sponse to a search warrant or a grand jury subpoena.
We also may disclose health information to assist law
enforcement officials in identifying or locating a person,
to prosecute a crime of violence, to report deaths that
may have resulted from criminal conduct, and to report
criminal conduct within PDA. We also may disclose your
health information to law enforcement officials and others
to prevent a serious threat of health or safety.

HEALTH OVERSIGHT ACTIVITIES:

We may disclose health information to a government
agency that oversees PDA or its personnel for activities
necessary for the government to provide appropriate
oversight of the health care system, certain government
benefit programs, and compliance with certain civil rights
laws.

CORONERS, MEDICAL EXAMINERS,
AND FUNERAL DIRECTORS:

We may disclose information concerning deceased
patients to coroners, medical examiners, and funeral di-
rectors to assist them in carrying out their duties.

MILITARY, VETERANS, NATIONAL SECURITY
AND OTHER GOVERNMENT PURPOSES:

If you are a member of the armed forces, we may re-
lease your health information as required by military com-
mand authorities or o the Department of Veterans Affairs.
PDA may also disclose health information to federal offi-
cials for intelligence and national security purposes or for
presidential protective services.

ORGAN AND TISSUE DONATION:

We may use or disclose health information to or-
gan procurement organizations or others that obtain,
bank or transplant organ, eye or tissue donation or
transplantation.

JUDICIAL PROCEEDINGS:

PDAmay disclose health information if ordered to do so
by a court or if a subpoena or search warrant is served.
You will receive advance notice about this disclosure in
most situations so that you will have a chance to object to
sharing your health information.

MARKETING/SALE OF INFORMATION:

We will never sell your information or share your infor-
mation for marketing purposes unless you give us written
permission. If we contact you for any fundraising efforts,
you can ask that we not contact you again.

INFORMATION WITH ADDITIONAL PROTECTION:

Certain types of health information have additional pro-
tection under state and federal law. For instance, health
information about communicable disease and HIV/AIDS,
drug and alcohol abuse treatment, genetic testing, and
evaluation and treatment for a serious mental illness is
treated differently than other types of health information.
For those types of information, PDA is required to get
your permission before disclosing that information to
others in many circumstances.

YOUR WRITTEN AUTHORIZATION FOR ANY
OTHER USE OR DISCLOSURE OF
YOUR HEALTH INFORMATION:

If PDA wishes to use or disclose your health information
for a purpose that is not discussed in this notice, PDA
will seek your authorization. If you give your authorization
to PDA, you may take back that authorization any time,
unless we have already relied on your authorization to
use or disclose information. If you would ever like to re-
voke your authorization, please notify the Privacy Officer
inwriting.

RESTRICTIONS ON DISCLOSURE OF
PHITO HEALTH PLAN:

PDA must abide by a request to restrict disclosure
of PHI to a health plan if the disclosure is for payment
or health care operations and pertains to a health care
item or service for which the individual has paid out of
pocket in full.

WHAT ARE YOUR RIGHTS?
RIGHT TO REQUEST YOUR HEALTH INFORMATION:
You have the right to look at your own health information
and to get a copy of that information. Please note that ex-
ceptions may apply as provided by law. (The law requires
us to keep the original record.) This includes your health
record, your billing record, and other records we use to
make decisions about your care. To request your health
information, call or write to the Privacy Officer at the ad-
dress below. If you request a copy of your information, we
will charge you for our costs to copy the information. We
will tell you in advance what this copying will cost. You
can look at your record at no cost.

RIGHT TO REQUEST AMENDMENT OF HEALTH
INFORMATION YOU BELIEVE IS ERRONEQOUS
OR INCOMPLETE:

If you examine your health information and believe
that some of the information is wrong or incomplete, you
may ask us to amend your record. To ask us to amend
your health information, submit a written request to the
address below. We may deny your request but we will re-
spond to your request with an explanation within 60 days.

RIGHT TO GET A LIST OF CERTAIN DISCLOSURES

OF YOUR HEALTH INFORMATION:

You have the right to request a list of many of the
disclosures we make of your health information. If you
would like to receive such a list, submit a written request
to the address below. We will provide the first list to you
free, but we may charge you for any additional lists you
request during the same year. We will tell you in advance
what this list will cost and you may choose to modify or
withdraw your request at that time.

RIGHT TO REQUEST RESTRICTIONS ON

HOW PDA WILL USE OR DISCLOSE YOUR

HEALTH INFORMATION FOR TREATMENT,

PAYMENT, OR HEALTH CARE OPERATIONS:

You have the right to ask us NOT to make uses or dis-

closures of your health information to treat you, to seek
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payment for care, or to operate the system. We are not
required to agree to your request, but if we do agree, we
will comply with that agreement. If you want to request
a restriction, write to the Privacy Officer at the address
below and describe your request in detail.

RIGHT TO REQUEST CONFIDENTIAL COMMUNICATIONS:

You have the right to ask us to communicate with you
in a way that you feel is more confidential. For example,

you can ask us not to call your home, but to communicate
only by mail. To do this, please discuss this with your
caregiver, or submit a written request to the Privacy Offi-
cer at the address below. You can also ask to speak with
your health care providers in private outside the presence
of other patients - just ask them.

RIGHT TO BE NOTIFIED FOLLOWING A
BREACH OF UNSECURED PHI:

You have the right and will be nofified if your health
information has been breached as soon as possible, but
in any event, no later than sixty (60) days following our
discovery of the breach.

RIGHT TO CHOOSE A REPRESENTATIVE:

If you have given someone medical power of attor-
ney or if someone is your legal guardian, that person
can exercise your rights and make choices about your
health information. We will make sure this person has the
authority and can act for you before we take any action.

CHANGES TO THIS NOTICE:

From time to time, we may change our practices con-
cerning how we use or disclose patient health informa-
fion, or how we will implement patient rights concerning
their information. We reserve the right to change this no-
fice and to make the provisions in our new Notice effec-
five for all health information we maintain. If we change
these practices, we will post a revised Notice of Privacy
Practices at our office. You can get a copy of our current
Notice of Privacy Practices at any time by requesting one
from the Privacy Officer at the address below.

DO YOU HAVE CONCERNS OR COMPLAINTS?

Please tell us about any problems or concerns you have
with your privacy rights or how PDA uses or discloses
your health information. If you have a concemn, please
contact the Privacy Officer.

If for some reason PDA cannot resolve your concem,
you may also file a complaint with the federal government
by sending a letter to the U.S. Department of Health and
Human Services, Office for Civil rights. www.hhs.gov/
ocrlprivacy/hipaalcomplaints/

We will not penalize you or retaliate against you in any
way for filing a complaint with the federal government.

DO YOU HAVE QUESTIONS?
PDA is required by law to give you this notice and to fol-
low the terms of the notice that is currently in effect. If
you have any questions about this notice, or have further
questions about how PDA may use and disclose your
health information, please contact the Privacy Officer.
PRIVACY OFFICER:
Andrew Matta, DMD, DABOI
11 South Mill Road, Ste 200
New Castle, PA 16101
724-698-2500

DrAndrewMatta@nadentalgroup.com
Effective Date: This nofice was published and becomes effective December 1, 2015
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